
W komputerze przechowujemy wiele wa nychż  
plików. Na dysku twardym zapisane s  dokumenty,ą  
umowy, bilanse finansowe, opisane wa ne terminy.ż  
Co wi cej, w ka dym pececie znajduje si  du aę ż ę ż  
ilo  prywatnych plików z osobistego yciaść ż  
u ytkownika. Znajdziemy w nim zdj cia, internetoweż ę  
kontakty do znajomych, adresy ich zamieszkania i 
wiele innych poufnych informacji. W a nie te dane ił ś  
pliki s  akomym k skiem dla internetowegoą ł ą  
w amywacza.ł

Nawet wyrafinowane zabezpieczenia nie gwarantują 
100% bezpiecze stwa Twojego komputera. Zaporyń  
sieciowe, has a, konta u ytkowników nie gwarantujł ż ą 
ju  spokojnego snu. Mylisz si , je li my lisz, eż ę ś ś ż  
agresor to hacker-geniusz, który atakuje tylko 
wielkie koncerny i rz dowe placówki. Obecnieą  
w amywaczem mo e by  ka dy, kto po wi cił ż ć ż ś ę  
troch  czasu na zapoznanie si  z technikami ataku naę ę  
komputer u ytkownika. Nawet u ytkownik zż ż  
podstawow  wiedz  na temat obs ugi peceta mo eą ą ł ż  
przeprowadzi  udany atak na system komputerowy,ć  
dostaj c si  do cennych danych. Twoje kontoą ę  
bankowe, osobiste dokumenty czy prywatne zdj ciaę  
nie s  ju  bezpieczne.ą ż


