Wstep

Czesc |. Zagadnienia ogdlne

1. Jakie akty prawne regulujg kwestie ochrony danych osobowych w Polsce?

2. Czy kazdy podmiot, zaréwno publiczny, jak i prywatny, jest zobowigzany

do przestrzegania przepiséw o ochronie danych osobowych?

3. Czym s3 dane osobowe?

4. Czy adres poczty elektronicznej jest dang osobowg?

5. Co to sg wrazliwe dane osobowe?

6. Co to sg dane biometryczne?

7. Czym jest przetwarzanie danych osobowych?

8. Kiedy mozna przetwarzacé dane osobowe?

9. Jakie warunki nalezy spetni¢, by mdéc przetwarzaé dane osobowe zgodnie

z prawem?

10. Czym jest prawnie uzasadniony interes administratora danych osobowych?
11. Czy mozna pozyskiwac dane osobowe z powszechnie dostepnych zrédet bez zgody?
12. Kim jest administrator danych osobowych (ADO)?

13. Kto jest administratorem danych osobowych w spétce prawa handlowego?
14. Kto jest administratorem danych osobowych w szkole/zespole szko6t?

15. Kto jest administratorem danych osobowych w urzedzie miasta/gminy?
16. Jakie obowigzki ma administrator danych osobowych?

17. Jakie prawa majg osoby, ktérych dane osobowe sg przetwarzane?

18. Czy osoba, ktorej dane osobowe sg przetwarzane, moze zazgdac, zebysmy
przestali je wykorzystywac?

19. Czy na zadanie osoby, ktdrej dane dotyczg, nalezy usungé jej dane z bazy?
20. Jak dtugo mozna przetwarzaé czyje$ dane osobowe?

21. Czy dane osobowe o0sdb zmartych podlegajg ochronie?

22. Czy dane osobowe 0sdb prowadzgcych dziatalnos¢ gospodarczg podlegaja
ochronie?

Czesc Il. Zgtaszanie zbioréw danych osobowych do rejestracji

23. Kiedy mamy do czynienia ze zbiorem danych osobowych?

24, Czym jest dorazny zbidr danych osobowych?

25. Jakich zbioréw nie trzeba zgtasza¢?

26. Kiedy powstaje obowigzek zgtoszenia?

27. Kto jest zwolniony z obowigzku zgtoszenia zbioréw danych osobowych
do rejestracji GIODO?

28. W jaki sposdb zgtosi¢ dane osobowe do rejestracji?

29. Czy zbiory danych osobowych trzeba przesta¢ do GIODO?

30. Jak dtugo trwa rejestracja zbioréw danych?

31. Czy po zgtoszeniu zbioru GIODO wydaje zaswiadczenie?

32. Co grozi za niezgtoszenie zbioru danych do GIODO?

33. Kiedy GIODO moze odmoéwié rejestracji zbioru danych osobowych?



34. Czy mozna korzystaé z danych zawartych w zbiorze, ktérego rejestracji
odmowit GIODO?

35. Czy po odmowie rejestracji zbioru mozna ztozy¢ wniosek o ponowne
rozpatrzenie sprawy?

36. Czy administrator danych, ktory otrzymat decyzje o odmowie, a nastepnie
usunat wady, ktére byty przyczyng odmowy rejestracji, powinien ztozy¢ wniosek
0 ponowne rozpatrzenie sprawy?

37. Czy mozna zignorowac decyzje GIODO w sprawie odmowy rejestracji zbioru?
38. Kiedy nalezy aktualizowac zgtoszone zbiory danych osobowych?

39. Czy trzeba zgtosi¢ usuniecie zbioru danych do GIODO?

Czesc lll. Administrator bezpieczenstwa informacji

40. Kim jest administrator bezpieczeristwa informacji (ABI)?

41. Kto moze by¢ administratorem bezpieczenstwa informacji?

42. Czy trzeba miec¢ ukonczone szkolenie albo studia, zeby zostaé¢ ABI?

43. Czy administrator bezpieczenstwa informacji moze petnié funkcje niezwigzane z ochrong danych
osobowych?

44. Czy kazdy podmiot jest zobowigzany do wyznaczenia administratora
bezpieczenstwa informac;ji?

45. Czy nalezy zgtosi¢ administratora bezpieczenstwa informacji do rejestracji?
46. W jaki sposob nalezy dokonad zgtoszenia ABI?

47. Gdzie znajduje sie rejestr administratorow bezpieczenstwa informac;ji?

48. Czy mozna powotac zastepcow ABI?

49. Kto moze by¢ zastepcg ABI?

50. Jakie zadania ma administrator bezpieczenstwa informac;ji?

51. Czym jest plan sprawdzen?

52. Jak powinno wygladac¢ sprawdzenie planowe?

53. Jak czesto trzeba wykonywac sprawdzenie planowe?

54. W jakich sytuacjach nalezy przeprowadzi¢ sprawdzenie dorazne?

55. Czy nalezy przygotowaé sprawozdanie ze sprawdzen?

56. Czy ABI musi szkoli¢ pracownikéw z zasad ochrony danych osobowych?

57. Jak czesto powinno odbywac sie takie szkolenie?

58. Na czym polega obowigzek nadzorowania tworzenia i aktualizowania
dokumentacji ochrony danych osobowych?

59. Czy ABIl upowaznia do przetwarzania danych osobowych i prowadzi ewidencje
0s0b upowaznionych?

60. Co powinno sie znalez¢ w ewidencji oséb upowaznionych do przetwarzania
danych osobowych?

61. Czy ABI powinien prowadzi¢ rejestr zbioréw danych osobowych?

62. Jak powinien wygladad rejestr zbiorow danych osobowych prowadzony przez ABI?
63. Jak wyglada zgtaszanie zbiorow danych osobowych, gdy administrator danych
nie powota ABI?

64. Co sie stanie, jesli administrator danych nie zgtosi administratora bezpieczenstwa informacji do



rejestracji GIODO?

65. Czy jesli ADO nie zgtosi ABI do GIODO, sam prowadzi sprawdzenia?

66. Jesli ABI nie jest powotany, ADO sam szkoli pracownikow z ochrony danych?

67. Czy jesli ABI nie jest powotany, ADO sam nadzoruje opracowanie i aktualizowanie dokumentac;ji?
68. Czy mozna odwofac¢ administratora bezpieczenstwa informac;ji?

69. Czy jesli miedzy odwotaniem jednego a zgtoszeniem drugiego ABI do rejestracji wystgpi
kilkumiesieczna przerwa, trzeba w tym czasie zgtaszaé zbiory danych do rejestracji GIODO?

Czesc¢ IV. Administrator systemdw informatycznych (ASI)

70. Kim jest administrator systemow informatycznych?

71. Czy powotanie ASI jest obowigzkowe?

72. Czy ASI moze by¢ jednoczesnie ABI?

73. Jakie sg zadania administratora systemoéw informatycznych?

Czes¢ V. Dokumentacja przetwarzania danych osobowych

74. Jaka dokumentacje nalezy przygotowac w ramach systemu ochrony danych
osobowych?

75. Czy przed stworzeniem dokumentacji ochrony danych nalezy przeprowadzi¢
analize ryzyka?

76. Co to jest Polityka bezpieczenstwa przetwarzania danych osobowych?

77. Jakie informacje powinny sie znalez¢ w polityce bezpieczenstwa?

78. Co to jest Instrukcja zarzadzania systemem informatycznym?

79. Co powinna zawierac instrukcja zarzgdzania?

80. Kto przygotowuje polityke bezpieczenstwa i instrukcje zarzadzania?

81. Jak czesto nalezy aktualizowa¢ dokumentacje przetwarzania danych osobowych?

Czesc¢ VI. Zgoda na przetwarzanie danych osobowych

82. Czy zawsze trzeba miec zgode na przetwarzanie danych osobowych?

83. Czy zgoda musi zosta¢ wyrazona w formie pisemnej?

84. Czy nalezy archiwizowac zgody?

85. Jak powinna wyglada¢ prawidtowa klauzula zgody?

86. Czy na przetwarzanie danych wrazliwych potrzebna jest odrebna zgoda?

Czesc¢ VII. Udostepnianie danych osobowych

87. Kiedy dochodzi do udostepnienia danych osobowych?

88. Czy osoba, ktérej dane sg udostepniane, musi wyrazi¢ na to zgode?

89. Co grozi za udostepnienie danych osobom nieupowaznionym?

90. Czym jest udostepnienie danych na wniosek?

91. Co grozi za nieudostepnienie danych podmiotowi sktadajgcemu wniosek,
jesli zostat on prawidtowo zgtoszony?

Czesc VIII. Powierzenie danych osobowych
92. Czym jest powierzenie danych osobowych?



93. Kiedy dochodzi do powierzenia danych osobowych?

94. Jakie warunki nalezy spetni¢, by méc powierzy¢ dane osobowe?

95. Czym jest umowa o powierzeniu przetwarzania danych osobowych?

96. Czy osoba, ktérej dane sg powierzane, musi wyrazi¢ na to zgode?

97. Czym jest podpowierzenie danych osobowych?

98. Czy administrator danych osobowych, ktéry przekazat dane procesorowi,

musi wiedzie¢ o podpowierzeniu?

99. Kto jest odpowiedzialny za dane, ktére zostaty powierzone lub podpowierzone?

Czesc IX. Przekazanie danych osobowych do panistwa trzeciego

100. Jakie panstwa nalezg do panstw trzecich?

101. Kiedy dochodzi do przekazania danych do panstwa trzeciego?

102. Jakie przepisy obowigzujg przy przekazywaniu danych osobowych

w ramach Unii Europejskiej?

103. Jakie sg zasady przekazywania danych do panstw trzecich?

104. Czy mozna przekazac dane osobowe do panstwa trzeciego, mimo ze

nie zapewnia ono odpowiednich gwarancji ochrony danych osobowych?

105. Czym sg standardowe klauzule umowne?

106. Jakie sg podstawy prawne wykorzystania standardowych klauzul umownych?
107. Czy stosowanie standardowych klauzul umownych wymaga zgody GIODO?
108. Czy zawsze mozna skorzystac ze standardowych klauzul umownych przy
przekazaniu danych do panstw trzecich?

109. Czy mozna zmienia¢ standardowe klauzule umowne?

110. Jakg forme powinny mie¢ standardowe klauzule umowne?

111. Kiedy nie trzeba stosowaé standardowych klauzul umownych?

112. Czym sg wigzace reguty korporacyjne?

113. Jakie sg podstawy prawne wigzgcych regut korporacyjnych?

114. Czy GIODO musi wyrazi¢ zgode na stosowanie wigzgcych regut korporacyjnych?
115. W jaki sposdb mozna przekazaé dane osobowe do Standw Zjednoczonych?
116. Kiedy moze dojs¢ do wstrzymania przekazania danych do panstw trzecich?

Czesc¢ X. Generalny Inspektor Ochrony Danych Osobowych (GIODO)
117. Kim jest Generalny Inspektor Ochrony Danych Osobowych?
118. Czym zajmuje sie Generalny Inspektor Danych Osobowych?
119. Jakie uprawnienia ma GIODO?

120. Kiedy moze dojs¢ do kontroli?

121. Jak dtugo trwa kontrola GIODO?

122. Jak wyglada kontrola GIODO?

123. Czy kontrola GIODO jest wczesniej zapowiadana?

124. Kto prowadzi kontrole?

125. Czy w czasie kontroli pracownicy mogg by¢ przestuchiwani przez inspektoréw w charakterze
Swiadkow?

126. Czy z kontroli zostaje sporzagdzony protokot?



127. Czy administrator danych osobowych ma wglad do tego protokotu?

128. Jakie kary moze naktada¢ GIODO?

129. Jakie sg konsekwencje niewykonania decyzji GIODO?

130. Kiedy GIODO moze zwrécic sie do ABI o przeprowadzenie sprawdzenia?
131. Ile czasu ABI ma na przeprowadzenie takiego sprawdzenia?

132. Czy sprawdzenie dla GIODO powinno przebiegac tak samo jak sprawdzenie
planowe?

133. Czy ze sprawdzenia dla GIODO trzeba przygotowac sprawozdanie?

134. Czy sprawozdanie z takiego sprawdzenia trzeba przekazaé¢ do GIODO?

Czesc¢ XI. Odpowiedzialnosé

135. Co grozi za nieprzestrzeganie przepiséw o ochronie danych osobowych?

136. Czy pracownik naruszajgcy zasady ochrony danych osobowych moze zostac
ukarany?

137. Czy za naruszenia ochrony danych osobowych grozi odpowiedzialno$¢ karna?
138. Za jakie dziatania grozi odpowiedzialnos¢ karna?

139. Na czym polega odpowiedzialnos$¢ cywilna za naruszenia ochrony danych?
140. Na czym polega odpowiedzialno$¢ administracyjna za naruszenia ochrony
danych?

Czesc¢ XIl. Dane osobowe pracownikow

141. Jakie dane osobowe pracownikéw mozna zbieraé?

142. Czy nalezy zgtaszac¢ do GIODO zbiory z danymi osobowymi pracownikéw

i kandydatéw do pracy?

143. Czy pracownik musi wyrazi¢ zgode na przetwarzanie jego danych
osobowych?

144. Czy mozna przekazac dane osobowe pracownika do komornika na jego
whniosek?

145. Czy takie udostepnienie danych wymaga zgody pracownika?

146. Czy mozna zamiesci¢ zdjecie pracownika na stronie internetowej bez jego zgody?
147. Czy mozna sprawdzac poczte elektroniczng pracownika?

148. Czy mozna sprawdza¢, jakie potgczenia telefoniczne wykonuje pracownik
W czasie pracy?

149. Czy mozna stosowacé urzadzenia sczytujgce odciski linii papilarnych do
mierzenia czasu pracy?

150. Czy pracownik musi przejsé szkolenie z zakresu ochrony danych osobowych?
151. Co powinno zawierac szkolenie z ochrony danych osobowych?

152. Czy pracownik, ktdry ma dostep do danych osobowych, powinien by¢
upowazniony do przetwarzania danych osobowych?

153. Czy pracownik powinien podpisa¢ oswiadczenie o zachowaniu poufnosci
danych osobowych?

154. Czy nalezy upowazniac stazystow i praktykantéw do przetwarzania danych
osobowych?



Czesc XIll. Zabezpieczenia danych osobowych

155. Czym jest incydent ochrony danych osobowych?

156. Jak nalezy zachowad sie w przypadku wystgpienia incydentu ochrony
danych osobowych?

157. Czy taki incydent nalezy zgtosi¢ GIODO?

158. Czy o incydencie nalezy poinformowac osoby, ktérych danych incydent dotyczyt?
159. Co to jest polityka kluczy?

160. Co to jest zasada czystego biurka?

161. Czym sg poziomy bezpieczenstwa danych osobowych?

162. Jakie fizyczne zabezpieczenia stosowaé do ochrony danych?

163. Na czym polega anonimizacja dokumentow?

164. Jak trwale usung¢ dane osobowe?

Czesc¢ XIV. Europejska reforma ochrony danych osobowych

165. Czym jest ogdlne rozporzadzenie o ochronie danych osobowych (rodo)?

166. Kiedy zacznie obowigzywac ten akt prawny?

167. Dlaczego rodo bedzie obowigzywaé dopiero w 2018 roku?

168. Czy trzeba juz teraz przygotowywac sie do obowigzywania rozporzadzenia?

169. Czy rozporzadzenie zmieni definicje danych osobowych?

170. Na czym bedzie polegata pseudoanonimizacja danych osobowych?

171. Jak bedzie wygladata pozycja administratora bezpieczeristwa w rodo?

172. Czy powotanie inspektora ochrony danych bedzie obowigzkowe?

173. Czy bedzie mozliwos$¢ powotania jednego inspektora np. dla catej grupy
kapitatowej?

174. Czy rodo wprowadzi nowe obowigzki dla ABI?

175. Czy rodo wprowadzi nowe obowigzki dla ADO?

176. Czy rodo wprowadzi kary finansowe?

177. Czy rodo zmieni zasady przekazywania danych do panstw trzecich?

178. Czy rodo zmieni przepisy dotyczace pozyskiwania zgdd na przetwarzanie

danych osobowych?

179. Jakie prawa rozporzadzenie gwarantuje osobom, ktérych dane sg przetwarzane?
180. Na czym bedzie polegato proaktywne podejscie do ochrony danych osobowych?



